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arne of signatory: William O. Broyles

Title of signatory: President

I, William O. Broyles. certify that I am an officer of the company named above, and acting as an
agent of the company, th3t I have personal knowledge that the company has established operating
procedures that are adequate to ensure compliance with the Commission's CPNI rules. See 47 C.F.R. §
64.2001 el seq.

Attached to this certification is an accompanying statement explaining how the company's
procedures ensure that the company is in compliance with the requirements set forth in section 64.2001 e/

seq. of the COllllnission's rules.

The company has not taken any actions against data brokers in the past year. Companies must
report on any information that they have with respect to the processes pretexters are using to attempt to
access CPNI. and what steps companies are taking 10 protect CPNl.

The company has not received any customer complaints in the past year conceming the
unauthorized release ofCPNI.



STATEMEI'IT CONCERNING OPERATING PROCEDURES

Band C Mobile Communications, Inc., (Carrier) has established procedures for its operations

which ensure compliance with the rules or the Federal Communications Commission which govern the

protection of customer proprietary network infonnation (ePN!).

Carrier restricts access to ePNI to those employees who need to know the infonnation to provide
products or services to customers. Carrier maintains physical, electronic, and procedural safeguards that

guard the nonpublic personal infonnalioo.

Carrier does not rent, sell, or share personal information about customers with other people or
nonaffiliated companies exceptio provide services the customer has requested, unless under the following

circumstances:

1. We respond to subpoenas, COUI'1 orders, or legal processes, or to establish or exercise
our legal rights or defend against legal claims.

2. We believe it is necessary to share infonnation in order to investigate, prevent. or
take action regarding illegal activities, suspected fraud, situations involving potential
threats to the physical safety of any person, violations of Carrier's Tenns and

Conditions, or as otherwise required by law.


